Regulamin monitoringu w Gminnym Osrodku Kultury w Suszcu

1. Regulamin okresla zasady funkcjonowania systemu monitoringu wizyjnego w Gminnym
Osrodku Kultury w Suszcu, zwanym dalej GOK, miejsca instalacji kamer w i wokdt budynkow,
reguty rejestracji i zapisu informacji oraz sposodb ich zabezpieczenia, a takie mozliwosci
udostepniania zgromadzonych danych o zdarzeniach.

2. Podstawg wprowadzenia monitoringu wizyjnego jest art. 9a Ustawy o Samorzgdzie Gminnym.
3. Administratorem monitoringu wizyjnego jest Gminny Osrodek Kultury w Suszcu.
4. Celem stosowania, prowadzenia monitoringu wizyjnego jest:

1) zapewnienie bezpieczeristwa mienia oraz osdb znajdujgcych sie w budynkach GOK
i obszarze przylegtym,

2) ograniczenia zachowan niepozgdanych, zagrazajgcych zyciu i zdrowiu,
3) wyjasnianie sytuacji konfliktowych,

4) ustalenie sprawcow czyndw nagannych, na terenie nalezagcym do GOK oraz jego
bezposrednio sgsiedztwie (zniszczenie mienia, kradzieze itp.),

5) sprawowanie nadzoru nad infrastrukturg administrowang przez GOK.
5. System monitoringu wizyjnego w GOK sktada sie z:

1) kamer zewnetrznych i wewnetrznych rejestrujgcych zdarzenia;

2) urzadzen rejestrujacych i zapisujgcych obraz na nosniku fizycznym.
6. Rejestrator i kamery znajdujg sie w nastepujgcych miejscach:

1.1  Mizeréw:

1) rejestrator wraz z dyskami rejestrujgcymi w pomieszczeniu R-S w Mizerowie na
parterze

2) 12 kamer zewnetrznych obejmujacych swoim obiektywem nastepujgce miejsca R-$
w Mizerowie:

a) wijazd na teren obiektu,

b) plac zabaw wraz z altang, garazem i miejscami parkingowymi dla oséb
z niepetnosprawnosciami

c) teren za budynkiem RS wraz z wejiciem do windy dla oséb
z  niepetnosprawnosciami, schodami do pomieszczerh wynajmowanych przez
firmy zewnetrzne, wejsciem do kottowni i sktadu opatu,

d) wejscie gtdwne do budynku.

3) 1 kamera wewnetrzna obejmujgca swoim obiektywem korytarz na parterze
wraz z wejsciami do toalet, biblioteki i salki zajeciowej.

1.2  Suszec:
1) rejestrator wraz z dyskami rejestrujgcymi w biurze dziatu merytorycznego.

2) 8 kamer zewnetrznych obejmujgcych swoim obiektywem nastepujgce miejsca:



a) wijazd na teren obiektu i wejscia gtdwne do obiektu wraz z miejscami
parkingowymi

b) kino plenerowe, wejscie do kottowni, pomieszczenia gospodarczego, salki
zajeciowe], pomieszczenia z wodomierzem/hydrantem

c¢) wiate smietnikowg, wiate gospodarczg, rampe, wejscia do pomieszczen
kuchennych, tylne wejscie do obiektu.

3) 7 kamer wewnetrznych obejmujacych swoim obiektywem korytarz na parterze wraz
z wejsciami do toalet, pomieszczen stuzbowych, biura plastyka, maszynowni dzwigu,
korytarz przed wejsciem na sale widowiskowg wraz z szatnig, pierwszym pietrze wraz
z wejsciami do toalet, biur, salek zajeciowych, biblioteki, korytarz na poétpietrze wraz
z tylnym wyjsciem z budynku, oraz wejscie tylne na scene.

7.Rejestrator, na ktédrym rejestrowany jest zapis z monitoringu wizyjnego zabezpieczony jest hastem
i loginem. Dostep do obrazu rejestratora nagran i zapisu posiadajg upowaznieni pracownicy
i dyrektor GOK. Administrator Systemodw Informatycznych, zwany dalej ASI ma dostep do
rejestrowanych nagran i zapisu.

8.Monitoring funkcjonuje catodobowo, a rejestracji i zapisaniu na nosniku fizycznym podlega tylko
obraz (wizja) z kamer systemu monitoringu. Uprawnienia do przetwarzania danych osobowych
w ramach monitoringu wizyjnego nadawane sg na wniosek Kierownika Dziatu zgodnie z zakresem
czynnosci stuzbowych przez Administratora Danych Osobowych.

9.Zmiany dotyczace uzytkowania systemu monitoringu wizyjnego, takie jak rozwigzanie umowy
o prace lub zmiana zakresu czynnosci stuzbowych, sg przestankg do uniewaznienia, o ktérym mowa
w pkt 8 i odnotowania tego faktu w ewidencji oséb upowaznionych do przetwarzania danych
osobowych.

10.0soby, ktore majg wglad w obraz zarejestrowany przez monitoring wizyjny, zobowigzane sg do
przestrzegania przepiséw prawa w zakresie ochrony danych osobowych.

11.Loginem i hastem zabezpieczone s3 rejestratory, telefony oraz serwery, na ktérych rejestrowany
jest zapis z monitoringu wizyjnego. Dostep do rejestratorow nagran posiada osoba lub osoby
upowaznione przez Administratora Danych Osobowych. Hasto dostepu do rejestratora jest
zmieniane w przypadku takiej koniecznosci. O zmianie hasta decyduje Administrator Systemu
Informatycznego. Hasta nalezy utrzymad w tajemnicy réwniez po uptywie ich waznosci.

12.Elementy monitoringu wizyjnego w miare koniecznosci i mozliwosci finansowych s3
udoskonalane, wymieniane, rozbudowywane.

13.Miejsca objete monitoringiem wizyjnym s3 oznakowane stosownymi tabliczkami
informacyjnymi. Wzory tabliczek informacyjnych stanowi zatgcznik nr 1 do niniejszego regulaminu.

14.0bowigzek informacyjny wzgledem osdb, ktérych dane osobowe mogg zosta¢ utrwalone na
monitoringu jest realizowany poprzez tabliczki informacyjne i udostepnienie regulaminu
monitoringu za posrednictwem strony internetowej oraz w siedzibie GOK.

15.0kres przechowywania danych wynosi nie dtuzej niz 30 dni w Suszcu, 90 dni w Mizerowie,
a nastepnie dane ulegajg usunieciu poprzez nadpisanie danych na urzadzeniu rejestrujgcym obraz.
W praktyce okres ten moze by¢ krétszy ze wzgledu na technike wykonywanych zapiséw.

16.Zapis z systemu monitoringu moze by¢ udostepniony uprawnionym organom w zakresie
prowadzonych przez nie czynnosci prawnych, np. Policji, Sgdom, Prokuraturze itp. na ich wniosek,
poniewaz udostepnianie nagran osobom fizycznym moze naruszac prawa i wolnosci oséb trzecich.



17. Osoba zainteresowana zabezpieczeniem danych z monitoringu na potrzeby przysztego
postepowania moze zwrdci¢ sie pisemnie do GOK z prosbg o ich zabezpieczenie przed usunieciem
po uptywie standardowego okresu ich przechowywania. Wniosek nalezy ztozy¢ w GOK (ul.
Ogrodowa 22, 43-267 Suszec) w terminie do 7 dni liczagc od dnia, w ktérym zdarzenie mogto zostac
zarejestrowane przez monitoring wizyjny. Wnioski ztozone po tym terminie mogg nie gwarantowac
zabezpieczenia obrazu ze wzgledu na jego mozliwe usuniecie z rejestratora.

18. Prawidtowo ztozony wniosek musi zawierac:
1) doktadng date i miejsce,
2)  przyblizony czas zdarzenia,
3) sygnature, oznaczenie zgtoszonego uprawnionym organom zdarzenia.

19. Na wniosek osoby zainteresowanej, osoba upowazniona do dostepu do zapisu monitoringu
w GOK sporzadza kopie nagrania z monitoringu wizyjnego za okres, ktérego dotyczy wniosek osoby
zainteresowanej oraz oznacza jg w sposob trwaty nastepujgcymi danymi:

1) numer porzadkowy kopii;

2) okres, ktérego dotyczy nagranie;
3) rdédto danych;

4) data wykonania kopii;

5) dane osoby, ktéra sporzadzita kopie.

20. W przypadku przekazywania nosnikdbw zawierajgcych dane osobowe, poza obszarem
przetwarzania danych osobowych, zabezpiecza sie je w sposéb zapewniajgcy poufnos¢, integralnosc
i rozliczalnos$¢ danych. Dane przekazywane sg na nosnikach zewnetrznych w postaci pendrive itp.
Wszelkie nagrania, powinny by¢ przekazywane na nosnikach nowych, oryginalnie zapakowanych.
Przekazywanie danych odbywa sie tylko i wytgcznie poprzez osoby uprawnione. Przekazanie danych
odnotowane jest w ewidencji, w sposéb chronologiczny.

21.Kopia przechowywana jest w sejfie i podlega zaewidencjonowaniu w rejestrze kopii z
monitoringu wizyjnego sporzadzonym na wniosek osoby zainteresowanej. Rejestr zawiera
nastepujgce informacje:

1) numer porzadkowy kopii;

2) okres, ktdrego dotyczy nagranie;

3) zrédto danych;

4) ) data wykonania kopii;

5) dane osoby, ktdra sporzadzita kopie;

6) podpis osoby, ktdra sporzadzita kopie;

7) informacje o udostepnieniu lub zniszczeniu kopii.

22. Kopia stworzona na pisemny wniosek osoby zainteresowanej zostaje zabezpieczona na okres nie
dtuzszy niz 3 miesigce i udostepniana jest jedynie uprawnionym instytucjom, organom. W przypadku
bezczynnosci uprawnionych instytucji, organdéw przez okres 3 miesiecy kopia podlega fizycznemu
zniszczeniu.



23.0soby, ktére majg wglad w obraz zarejestrowany przez monitoring wizyjny zobowigzane sg do
przestrzegania przepiséw prawa w zakresie ochrony danych osobowych, a ich uprawnienie dostepu
do tych danych wymaga nadania wyraznego upowaznienia przez GOK.

24.W przypadku stwierdzenia badZ podejrzenia, iz miato miejsce naruszenie ochrony danych
osobowych, uzytkownik systemu zobowigzany jest powiadomi¢ o tym fakcie ASI i IODO.

25.W sprawach nieuregulowanych niniejszym regulaminem decyzje podejmuje Administrator
Danych Osobowych.

UWAGA! =W,
MONITORING

OBRAZ JEST REJESTROWANY

Na podstawie Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r.
w sprawie ochrony osob fizycznych w zwiazku 2 przetwarzaniem danych osobowych i w sprawie
swobodnego przeplywu takich danych oraz uchylenia dyrektywy 95/46/WE (Rozporzadzenie Ogéine
w sprawie ODO) informujemy, Ze teren jest przez system wizyinego
zaposrednictwem kamer przemystowych.

Obszar objety monitoringiem:

a) Administratorem danych (wizerunek 0s6b) jest

Nazva

Adres

tel. e:mail:

b) Dane osobowe beda w celu bezpieczeristwa pracownikow,

Kientow i gosci oraz ochrony mienia administratora, pracownikéw, Kiientow, gosci i innych osob
b ychna D. ykorzys! hceléw.

<) Podstawa prawna przetwarzania zapisu monitoringu jest: art. 6 ust. 1 lit. f) Rozporzadzenia Ogdinego w

sprawie ODO - Prawnie d interesem przez je

bezpieczeistw: a jak i bezpieczenistwa oséb przebywajacych na terenie obiektéw zarzadzanych

przez administratora oraz art. 22% ustawy z dnia 26 czerwca 1974 r - Kodeks pracy.

d) Dane osobowe zbierane w ramach wizyinego beda jedynie

uprawnionym na podstawie przepisow prawa.

€) Zapis z monitoringu bedzie przechowywany przez okres nie dhuzszy niz ___dni. Po tym okresie podiega

automatycznemu skasowaniu, za wyjatkiem danych dotyczacych incydentéw zwiazanych z naruszeniem

bezpieczeristwa 0sob lub mienia albo dostepem os6b nieupowainionych. Dane te moga by¢
K h

) Osoba ktérej wizerunek zostat utrwalony w systemie monitoringu ma prawo dostepu do zapisu przy

zaloteniu, e nie naruszy to praw i wolnosci 0sob trzecich.

te przepisy j
ma prawo do ograniczenia przetwarzania oraz posiada prawo do

ek zostat utrwalony uzna 2e jej dane sa przetwarzane niezgodnie z prawem,
ma prawo do zlozenia skargi do Prezesa Urzedu Ochrony Danych Osobowych lub innego uprawnionego
organu.
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